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Ditton Church Pre-School 
 

 

 

 

 

 

Online Safeguarding Policy  

(incl. mobile phones, cameras and social networking) 

Policy Statement 

Ditton Church Pre-School take steps to ensure that there are effective procedures in place to protect children, 

young people and vulnerable adults from the unacceptable use of Information Communication Technology 

(ICT) equipment or exposure to inappropriate materials in the setting. 

 

Procedures 

• Our designated person responsible for co-ordinating action taken to protect children is: Wendy Caldicott 

• Our second named designated person responsible for co-ordinating action taken to protect children is: 

Lyn Taylor 

• Our named committee representative responsible for safeguarding children is: Tom Kitchen 

 

Information Communication Technology (ICT) Equipment 

• Only ICT equipment belonging to the setting is used by staff and children within the setting. This includes 

tablet computers which are kept on airplane mode to prevent access to the internet. The designated 

person is responsible for ensuring all ICT equipment is safe and fit for purpose. 
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• If staff are completing report writing on home computers, they must be encrypted as well as password 

protected and must only be transferred to the setting via an encrypted memory stick 

• All computers have virus protection installed. 

• The designated person ensures that safety settings are set to ensure that inappropriate material cannot 

be accessed. 

 

Internet Access 

• Children do not have access to the internet and never have unsupervised access to computers. 

• If staff access the internet for the purposes of promoting children’s learning, they will ensure content is 

age appropriate. 

• The designated people have overall responsibility for ensuring that children and young people are 

safeguarded and risk assessments in relation to online safety are completed. 

• Children are taught the following stay safe principles in an age-appropriate way prior to using the 

internet. 

-  only go online with a grown up 

- be kind online 

- keep information about me safely 

- only press buttons on the internet to things I understand 

- tell a grown up if something makes me unhappy on the internet 

- children are taught about online safety through age-appropriate books, such as ‘Penguin Pig’, ‘Smartie 

the Penguin’, ‘It’s a Book’, ‘Chicken Clickin’ and ‘Dot’ 

- information is shared with parents on how to keep their children safe online, via our website, 

noticeboard and secret Facebook page 

• If a second-hand computer or tablet is purchased or donated to the setting, the designated person will 

ensure that no inappropriate material is stored on it before children use it 

• All computers or tablets for use by children are located in an area clearly visible to staff. 

• Staff report any suspicious or offensive material, including material which may incite racism, bullying or 

discrimination to the Internet Watch Foundation at www.iwf.org.uk 
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• Suspicions that an adult is attempting to make inappropriate contact with a child on-line is reported to 

the National Crime Agency’s Child Exploitation and Online Protection Centre at www.ceop.police.uk. 

(Although children are not allowed access to the internet in Pre-School staff are alert to comments 

children may make about something that has happened at home or to an older sibling) 

 

Email 

• Parents and staff are not normally permitted to use setting equipment to access personal emails. 

• Staff do not access personal or work email whilst supervising children. 

• Staff send personal information via a secure email address and share information securely at all times. 

Only leadership staff and administrators will have access to passwords and only these staff will contact parents 

via email. 

 

Mobile Phones, Smartphones and Smart Devices – Staff and Visitors 

• Personal mobile phones, smartphones and all other smart devices with cameras, are not used by our staff 

whilst supervising children. They will be stored in the designated place (basket in kitchen) and must only 

be used away from children. 

• Our staff and volunteers ensure that the setting telephone number is known to family and other people 

who may need to contact them in an emergency. 

• If our members of staff or volunteers take their mobile phones/smartphones on outings, for use in case 

of an emergency, they must not make or receive personal calls, or take photographs of children. 

• Parents and visitors are requested not to use their mobile phones/smartphones whilst on the premises. 

Visitors will be advised of a quiet space, i.e. lounge, where they can use their mobile phone, where no 

children are present 

 

Cameras and Videos 

• Our staff and volunteers must not bring their personal cameras or video recording equipment into the 

setting. 

• Photographs and recordings of children are only taken for valid reasons i.e. to record their learning and 

development, or for displays within the setting, with written permission received by parents 
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• Where parents request permission to photograph or record their own children at special events, general 

permission is gained from all parents for their children to be included. Parents are advised that they do 

not have a right to photograph anyone else’s child or to upload photos of anyone else’s children. 

• If photographs of children are used for publicity purposes, parental consent must be given and 

safeguarding risks minimised, for example, ensuring children cannot be identified by name. 

• Occasionally children may be allowed to use cameras to record things of interest to them, but this would 

always be under staff supervision. 

 

Social Media 

• Staff are advised to manage their personal security settings to ensure that their information is only 

available to people they choose to share information with 

• Staff should not accept service users, children and parents as friends due to it being a breach of expected 

professional conduct. 

• In the event that staff name the organisation or workplace in any social media they do so in a way that is 

not detrimental to the organisation or its service users 

• Staff observe confidentiality and refrain from discussing any issues relating to work. 

• Staff should not share information they would not want children, parents or colleagues to view. 

• Staff should report any concerns or breaches to the designated person in their setting. 

• Staff avoid personal communication, including on social networking sites, with the children and parents 

with whom they act in a professional capacity. If a practitioner and family are friendly prior to the child 

coming into the setting, this information is shared with the manager prior to a child attending and a risk 

assessment and agreement in relation to boundaries is agreed. 

• Our Pre-School Facebook group will be set as a Secret Group and controlled by three administrators: 

Wendy Caldicott, Pre-School Manager and DSL, Jane Barwick, Pre-School Administrator and Sandie 

Thomas, Childcare Development Practitioner. Only current Pre-School children’s parents or guardians, 

grandparents, childminders, committee members and staff will be part of this group. From time to time, 

we might share photos of Pre-School on this closed site, but photos will only include children where 

parental permission has been given.  
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Use and/or Distribution of Inappropriate Images 

• Staff are aware that it is an offence to distribute indecent images. In the event of a concern that a 

colleague or other person is behaving inappropriately, the Safeguarding Children and Child Protection 

policy, in relation to allegations against staff and/or responding to suspicions of abuse, is followed. 

• Staff are aware that grooming children and young people online is an offence in its own right and 

concerns about a colleague’s or others’ behaviour are reported (as above) 

Further Guidance 

• NCA-CEOP: www.ceop.police.uk and www.thinkuknow.co.uk  

• Internet Watch Foundation (IWF): www.iwf.org.uk 

• Childnet: www.childnet.com  

• UK Safer Internet Centre: www.saferinternet.org.uk 

• Report Harmful Content: https://reportharmfulcontent.com  

• Marie Collins Foundation: www.mariecollinsfoundation.org.uk  

• Internet Matters: www.internetmatters.org  

• NSPCC: www.nspcc.org.uk/onlinesafety  

• Get Safe Online: www.getsafeonline.org 

• Parents Protect: www.parentsprotect.co.uk 

• Cyber Choices: https://nationalcrimeagency.gov.uk/what-we-do/crime-threats/cyber-

crime/cyberchoices 

• National Cyber Security Centre (NCSC): www.ncsc.gov.uk 

 

All members of staff in Ditton Church Pre-School are made aware of local support available.  

  

▪ Kent Integrated Children’s Services/ Children’s Social Work Services 
o Kent Integrated Children's Services Portal – select ‘urgent’ if there is an immediate 

risk/concern  
o Front Door Service: 03000 411111 
o Out of Hours Number: 03000 419191 

 
▪ Local Early Help and Preventative Services and Family Hubs  

▪ Early Help and Preventative Services - KELSI 
▪ Early Help contacts - KELSI 
▪ Kent Family Hubs - Kent County Council 

 
▪ Kent Police 

o 101 or 999 if there is an immediate risk of harm 
 

▪ Kent Safeguarding Children Multi-Agency Partnership (KSCMP) 
o www.kscmp.org.uk  
o 03000 421126 or kscmp@kent.gov.uk 

 
▪ Adult Safeguarding 

http://www.ceop.police.uk/
http://www.thinkuknow.co.uk/
http://www.iwf.org.uk/
http://www.childnet.com/
http://www.saferinternet.org.uk/
https://reportharmfulcontent.com/
http://www.mariecollinsfoundation.org.uk/
http://www.internetmatters.org/
http://www.nspcc.org.uk/onlinesafety
https://www.getsafeonline.org/
http://www.parentsprotect.co.uk/
https://nationalcrimeagency.gov.uk/what-we-do/crime-threats/cyber-crime/cyberchoices
https://nationalcrimeagency.gov.uk/what-we-do/crime-threats/cyber-crime/cyberchoices
http://www.ncsc.gov.uk/
https://webapps.kent.gov.uk/KCC.ChildrensPortal.Web.Sites.Public/Default.aspx
https://www.kelsi.org.uk/special-education-needs/integrated-childrens-services/early-help-and-preventative-services
https://www.kelsi.org.uk/special-education-needs/integrated-childrens-services/early-help-contacts
https://www.kent.gov.uk/education-and-children/kent-family-hub
http://www.kscmp.org.uk/
mailto:kscmp@kent.gov.uk
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o Adult Social Care via 03000 41 61 61 (text relay 18001 03000 41 61 61) or email 
social.services@kent.gov.uk 

 

 

  

▪ Kent LADO Education Safeguarding Advisory Service (LESAS) – Support for Kent Children’s 
Workforce 

o Local Authority Designated Officer (LADO) - Kent Safeguarding Children Multi-Agency 
Partnership 

▪ To speak to the LADO regarding an allegation against a member of staff, complete a 
referral on the Kent Integrated Children's Services Portal.  

▪ To raise a LADO, strategic education safeguarding or online safety enquiry, 
commission a review or enquiry about bespoke training or other safeguarding 
products, please use the LESAS enquiry form. 

 

 

This policy was adopted by the: Ditton Church Pre-School Management Committee 

Date: April 2025 

Signed on behalf of the Management Committee:  

Role of signatory: Chair of Management Committee 

Next review date: April 2026 
  

mailto:social.services@kent.gov.uk
https://www.kscmp.org.uk/procedures/local-authority-designated-officer-lado
https://www.kscmp.org.uk/procedures/local-authority-designated-officer-lado
https://webapps.kent.gov.uk/KCC.ChildrensPortal.Web.Sites.Public/Default.aspx
https://forms.office.com/e/YSmA5MDUQb

